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!GEEAKKAGF=JӐK >GJ=OGJ< 
In 2020, privacy is a major concern for 70% of Australians, and almost 9 in 10 
want more choice and control over their personal information. 

These are among the key findings of our Australian Community Attitudes to 

Privacy Survey (ACAPS), which for the first time in its 30-year history has 

been conducted entirely online.  

It also measures the impact of the COVID-19 outbreak on our views towards 
HJAN9;Q 9F< HJGNA<=K ;JALA;9D AFKA?@LK AFLG GMJ F9LAGFӐK :=DA=>K 9F< ;GF;=JFK
at a unique point in time. 

The survey reveals data privacy is now our top consideration when we are choosing a digital service Ӝ 

ahead of reliability, convenience and price. In an ever-evolving digital environment, the actions we 

take to maintain our privacy are changing, while our trust in organisations to protect our personal 
information continues to decline.  

Our concern about privacy is driven by experience. More than half of us experienced a problem with 

how our data was used during the 12 months leading up to the survey, such as unwanted marketing 

communications, or personal information being collected when it was not required. 

Compared to 2017, when the survey was last conducted, Australians are more likely to view identity 

theft and fraud as the biggest risks to privacy, along with data security and data breaches.  

We also have strong views on misuse of our information. This includes being asked for information 

L@9L <G=KFӐL K==E J=D=N9FL GJ @9NAF? AF>GJE9LAGF 9:GML L@= O=:KAL=K O= NAKAL J=;GJ<=< OAL@GML GMJ
knowledge. In response, we are more likely to take certain actions to protect our privacy than in 2017 

Ӝ such as deleting an app, denying permission to access our information, or clearing our browser 
history.  

Our comfort with certain data practices depends on the type of information collected, the purpose 
behind it, and the level of trust in the organisation involved. Australians appear more comfortable 

with data practices where the purpose is clearly understood ӛ for example, law enforcement using 

facial recognition and video surveillance to identify suspects.  

But we are concerned about businesses tracking our location through mobiles or web browsers (62%) 

and are generally reluctant to provide biometric information (66%). Commercial profiling activities 
drive higher levels of discomfort than government data practices.  

This is an area of focus for regulators, including the OAIC, which is working towards a new privacy 

;G<= >GJ KG;A9D E=<A9 9F< GFDAF= HD9L>GJEKӄ 2@= :AF<AF? ;G<= OADD AEHJGN= MKLJ9DA9FKӐ 9:ADALQ LG

manage privacy choices through transparent policies and better practices around consent, and will 

strengthen protections for children and other groups with particular needs. 

As the survey shows, most Australian parents strongly support more restrictions on business and 
devices to protect the data privacy of children online. They want their children to be empowered to 

use the internet and online services, but their data privacy to be protected in the digital environment.  
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The COVID-19 pandemic has also influenced our views about privacy. While half of all Australians 

think privacy is more at risk generally during the pandemic, the majority are comfortable with 
personal information being shared to combat COVID-19 and expect it to be protected. 

Across the board, there is a strong understanding of why we should protect personal information 
(85% agree) but Australians are less sure how they can do this (49% agree). The main reasons for not 

doing more to safeguard privacy are lack of knowledge, lack of time and the difficulty of the process.  

While my office provides a range of resources on simple steps people can take to protect their privacy, 

there are strong signals here for regulated entities on how to build consumer trust and confidence.  

Business use of personal information should be contextual and related to purpose. In response to 

perceived privacy risks, regulated entities need to strengthen measures to prevent data breaches, 
such as investing in systems and staff training. Making it easier for Australians to have more control 

and choice over the collection and use of their personal information will also differentiate a business 

from its competitors.  

Australians are more likely to trust a website or service if they have read the privacy policy. However, 
only 20% read privacy policies and are confident they understand them. We want privacy policies that 
are easier to understand, and feature standard, simple language (87%), a plain English summary 

(86%), and use of icons as visual prompts (73%).  

While there has been a decrease in trust in organisations to handle personal information, the survey 
points to other factors that increase trust and transparency, such as certification.  

As well as greater control over their personal information, Australians want to be protected against 

harmful practices, with 84% believing personal information should not be used in ways that cause 

harm, loss or distress. Australians also want increased rights around certain issues such as asking 

businesses to delete information (84%). 

These insights are important to consider as we embark on a review of the Privacy Act 1988 led by the 
Attorney-%=F=J9DӐK "=H9JLE=FLӄ 2@= MKLJ9DA9F %GN=JFE=FL @9K 9DKG ;GEEALL=< LG 9 F=O KQKL=E G>

fines and penalties for interferences with privacy.  

Additional measures that enhance organisational accountability and facilitate meaningful self-
management of privacy will be a focus of the reform process. It should also consider the need for 

global interoperability of laws to reduce regulatory friction for business and enable economic growth, 

and a framework that equips the OAIC with the right tools to operate as a contemporary regulator. 

When our research on community attitudes to privacy began in the 1990s, the Privacy Act had limited 

application to the private secLGJӄ K O= @=9< AFLG L@= ҐҎҐҎKӅ L@= ;LӐK ;GN=J9?= AK :=AF? J=NA=O=<Ӆ
providing a further opportunity to ensure it is aligned with community expectations. 

My office will use the findings of ACAPS 2020 to inform our input into the review of the Privacy Act, and 

our priorities for the coming years. We look forward to working closely with Australian Government 
agencies and other organisations to build greater trust and confidence in the community that their 
privacy and personal information is respected and protected. 

Angelene Falk, Australian Information Commissioner and Privacy Commissioner 
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Executive summary  
The Australian Community Attitudes to Privacy Survey (ACAPS) 2020 was conducted between 
February and March 2020 with a nationally representative sample of 2,866 unique respondents aged 
18 years and over. Additional research was conducted in early April 2020 to measure changing 

attitudes to privacy issues following the COVID-ҏҗ GML:J=9Cӄ $GJ L@= >AJKL LAE= KAF;= L@= KMJN=QӐK

inception in 2001, all data was collected online.  

The main objectives of the 2020 survey were to: 

¶ provide insight on Australian attitudes towards privacy 

¶ understand the change in Australian attitudes and behaviours over time through the 
construction of longitudinal trend models 

¶ identify awareness of and concern about emerging privacy issues, related to new technologies 
and to regulation, and 

¶ collect data to assist the OAIC as the national privacy regulator across policy, compliance, and 

communications initiatives. 

Main findings  

Privacy is an important issue for most Australians. Seventy percent consider the protection of their 

personal information to be a major concern in their life. The biggest privacy risks identified by 
Australians in 2020 are: 

¶ identify theft and fraud (76%)  

¶ data security and data breaches (61%) 

¶ digital services, including social media sites (58%) 

¶ smartphone apps (49%), and 

¶ surveillance by foreign entities (35%) or Australian entities (26%). 

Three in 5 Australians (59%) have experienced problems with how their personal information was 

handled in the past 12 months. The majority involved unwanted marketing communications or 

having their personal information collected (with or without consent) when this was not required to 
deliver the service.  

The behaviours Australians are most likely to consider a misuse are when: 

¶ an organisation uses their personal information in ways that cause harm, loss or distress (84%) 

¶ information supplied to an organisation for a specific purpose is used for another purpose 

(84%), and 

¶ a personal device is listening to conversations and sharing this with other organisations without 
their knowledge (83%). 
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Concerns regarding data privacy are driven by a belief that many companies routinely use personal 

information for purposes that make Australians uncomfortable.   

Levels of comfort with the data practices of online businesses including social media sites and other 

digital platforms are low. They vary according to the nature of the organisation involved, the purpose 
for collecting or using the data and the type of personal information collected:  

¶ The Australian Government is generally more trusted than businesses with the protection of 
personal information. Certain purposes are considered more legitimate than others, such as 

public safety. Australians are slightly more comfortable with most instances of government use 

of personal information than they were in 2017. 

¶ Australians are particularly uncomfortable with businesses tracking their location through their 
mobile or web browser (62% uncomfortable) and keeping databases of information on what 

they have said and done online (62% uncomfortable).  

¶ Australians are increasingly questioning data practices where the purpose for collecting 
H=JKGF9D AF>GJE9LAGF AK MF;D=9JӅ OAL@ Җҏổ G> MKLJ9DA9FK ;GFKA<=JAF? ӏ9F GJ?9FAK9LAGF 9KCAF? >GJ

AF>GJE9LAGF L@9L <G=KFӍL K==E J=D=N9FL LG L@= HMJHGK= G> L@= LJ9FK9;LAGFӐ 9K 9 EAKMK= ӦMH ҕổ
since 2017). 

Most Australians have a clear understanding of why they should protect their personal information 

(85% agree) but half K9Q L@=Q <GFӐL CFGO @GO (49% agree). Four in 10 rate their knowledge of privacy 
as fair to poor, while 23% say their knowledge is excellent or very good. One third (34%) feel they are 
in control of their privacy, however just as many (34%) do not. This is not through lack of desire, as 

87% want more control and choice over the collection and use of their personal information.  

In line with this, Australians are most likely to believe they should have: 

¶ the right to ask a business to delete their personal information (84%) 

¶ the right to ask a government agency to delete their personal information (64%)  

¶ the right to seek compensation in the courts for a breach of privacy (78%)  

¶ to know when their personal information is used in automated decision-making if it could affect 

them (77%), and  

¶ the right to object to certain data practices while still being able to access and use the service 
(77%).  

Compared to 2017, fewer Australians are taking measures to protect their privacy, in particular: 

¶ asking public or private sector organisations why they need personal information (down 16%) 

¶ choosing not to use an app on a mobile device because of concerns over handling personal 
information (down 13%) 

¶ shredding documents (down 11%), and  

¶ adjusting privacy settings on a social networking website (down 10%). 
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Privacy regulation and reform  

Eighty-three percent of Australians would like the government to do more to protect the privacy of 
their data. A quarter (24%) feel the privacy of their personal information is well protected, while 40% 

feel it is poorly protected.  

On a prompted basis, half (48%) of Australians know about the Privacy Commissioner, an increase of 
4% since 2017. Australians are just as likely to report a misuse of privacy to the police (37%) as the 
Privacy Commissioner (38%). Two-thirds (64%) of those surveyed are unaware that they can request 
access to their personal information from business and government agencies. This has not changed 

since 2017. 

Privacy policies  

Only 1 in 5 Australians (20%) read and are confident they understand privacy policies on internet 

sites. The main reasons why Australians do not read privacy policies include the length and difficulty 
of the policies. 

Those who read privacy policies are much more likely to actively take measures to ensure the 
protection of their privacy and personal information.  

Australians strongly support measures to improve privacy policies to make them easier to read. They 
want to see standard, simple language (87% support) and a plain English summary at the start of 

every privacy policy (86% support). There is also support (73%) for the use of icons as indicators that 
certain activities are undertaken, for example, if data is stored overseas. 

!@AD<J=FӐK HJAN9;Q 

Australian parents provide their children access to connected devices and digital services early in life 

and are EGJ= DAC=DQ LG := ;GF;=JF=< 9:GML L@=AJ ;@AD<J=FӐK HJAN9;Q Ӧҗҏổӧ L@9F L@=AJ GOF ӦҖҐ%). They 
are particularly uncomfortable with businesses tracking the location of a child without permission 

(70%) and businesses obtaining personal information about a child and selling it to third parties 
(69%). 

Parents are very supportive of measures to AF;J=9K= L@= HJGL=;LAGF G> L@=AJ ;@AD<J=FӐK HJAN9;Q 9nd 
educate children on these issues. The most appealing idea is that a company must provide important 

data privacy information to children in clear language that is not misleading (85% support, 60% 
strongly support).  

Half of parents (47%) believe that they are doing everything they can to protect L@=AJ ;@AD<ӐKpersonal 

information. Thirteen percent do not actively do anything LG HJGL=;L L@=AJ ;@AD<ӐK HJAN9;Q GFDAF=. Lack 

of knowledge, time and difficulty are the main reasons given for not doing more. 

On average parents believe children should be able to consent to handing over their personal 
information in exchange for an online service from the age of 13, which generally coincides with the 

acquisition of a mobile phone and more widespread use of social media. 
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Young Australians 

Young Australians (18-24) are more likely than older counterparts to know how to protect their 
personal information (54%; cf. 49% overall, 43% aged over 50). However, they are less likely to 

understand why they should protect their personal information (78%; cf. 85% overall). 

Young Australians are the least likely age group to believe protecting personal information is a major 
concern in their life (63% cf. 70% overall) and the most likely to believe it is too much effort to protect 
the privacy of their data (39%; cf. average 30%).  

Three in 10 (29%) believe the privacy of information and data when choosing a digital service is 

extremely important, compared with the Australian average of 54%. 

Compared to the average Australian, those aged 18-24 are more likely to take control of their privacy 

in the digital realm, but less likely to take control outside this environment. Young Australians are 

more likely to adjust settings on social media (51%; cf. average 46%), use ad blockers, VPNs and 

privacy-focused web search engines (40%; cf. average 32%) and change smartphone settings for a 
higher level of privacy (43%; cf. average 35%). They are less likely to shred documents (26%; cf. 
average 41%) or to ask public or private sector organisations why they need their information (20%; 

cf. average 27%). 

As with control, young Australians are also more likely to take action to protect their privacy. A 

quarter (26%) of young Australians have changed a service provider due to privacy concerns (cf. 
average 13%). They are more likely to have deleted an app (61% cf. average 57%) and request that 

personal information is deleted (27% cf. average 23%). 

Privacy and COVID-19  

The main fieldwork for the 2020 ACAPS survey was conducted immediately prior to the COVID-19 

outbreak in Australia. The outbreak had an impact on attitudes to privacy with half (50%) of 

Australians considering that their privacy is more at risk in a COVID-19 environment than usual and 
almost half (48%) being more concerned about the protection of their location information than they 

were before the outbreak. Overall, more Australians feel comfortable than uncomfortable with the 

protection of their personal information while using digital services at home during the COVID-19 
outbreak, whether it is for work, studying or personal use.  

The majority (60%) agree that some privacy concessions must be made to combat COVID-19 for the 
greater good. The same proportion agree that concessions should not be permanent. Consent is still 
important: more than half (54%) are comfortable with the government using phone data to help stop 

the spread of COVID-19  with consent, whereas 29% are comfortable with phone data being used 
without consent. 
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Introduction and background  
The Australian Community Attitudes to Privacy Survey (ACAPS) is a longstanding study to evaluate the 
awareness, understanding, behaviour and concerns about privacy among Australians. The survey was 
first conducted in 2001. It is commissioned by the national privacy regulator, the Office of the 

Australian Information Commissioner (OAIC). It provides longitudinal information on the attitudes 

Australians hold regarding key privacy issues, their experiences and perspectives towards misuse of 
personal data, as well as actions taken to protect their privacy. 

Rapid growth of online businesses, social media and other digital platforms has presented new 
privacy and personal data considerations. The past decade has seen a dramatic shift in the type of 

privacy risks Australians face and, in response, a change in the types of concerns Australians hold 

about privacy. The 2020 survey also HJGNA<=K AFKA?@L AFLG @GO MKLJ9DA9FKӐ NA=OK GF HJAN9;Q @9N=
changed over time. 

Findings from the survey inform the OAICӐK strategic direction in policy development, enforcement 
and education and awareness priorities. 

The main objectives of the 2020 survey were to: 

¶ provide insight on Australian attitudes towards privacy 

¶ understand the change in Australian attitudes and behaviours over time through the 
construction of longitudinal trend models 

¶ identify awareness of and concern about emerging privacy issues, related to new technologies 

or to regulation, and 

¶ collect data to assist the OAIC as the national privacy regulator across policy, compliance and 

communications initiatives. 

The 2020 survey has changed from earlier waves of the study and addresses a wide range of new 
;GF;=JFKӄ 2@AK O9N= =P9EAF=K ;@AD<J=FӐK HJAN9;Q AKKM=K >GJ L@= >AJKL LAE=, following a separate survey 

module that was solely answered by Australian parents. It also explores privacy-related topics such as 
biometrics, artificial intelligence and location data in more detail than before.  

The main fieldwork for the 2020 survey was conducted immediately prior to the COVID-19 outbreak in 

Australia. The response to the COVID-19 pandemic was rapid and actions taken by government, 

businesses and individuals had implications for privacy. In response to the pandemic, an additional 

privacy survey was conducted in early April, several weeks after the first physical distancing rules 
were applied in all Australian states and territories, to understand the impact of these events on 
Australian attitudes to privacy.  
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Methodology  

Overview  

The 2020 survey is the fifth in a series of surveys initiated in 2001. The methodology has evolved over 
the past two decades to reach a representative sample of AustraliaӐKpopulation. Between 2001 and 

2013, all interviews were completed via Computer Assisted Telephone Interviewing (CATI). In 2017, 
the methodology shifted to a hybrid online/CATI methodology, where 800 surveys were conducted via 

CATI and 1,000 were completed online, reaching respondents via an online research panel. In 2020, all 
data was collected online, with 39% of the respondents recruited via telephone (including via human 
operator and SMS) to ensure it included respondents who are not members of paid, online market 

research panels. 

Questionnaire development  

The questionnaire was jointly developed by Lonergan Research and the OAIC. A comprehensive phase 
of cognitive and pilot testing was undertaken to evaluate the questionnaire from a respondent 
perspective and ensure that the questions were clear, unambiguous and interpreted in the manner 

intended. 

Questionnaire length, sample size and modularisation  

The 2017 survey was 30 minutes in length. It was split into 3 sections (modules) and each respondent 
was asked to answer 2 of those 3 modules. Average length of interview per respondent was 20 to 30 
minutes.  

In 2020, the total survey length was increased to 40 minutes. The shift to a completely online data 

collection methodology enabled quicker completion of the survey and the expansion of the 

questionnaire from 49 questions in 2017 to 76 in 2020.  

The goal in 2020 was to replicate a sample size of n=1,500, but without the survey fatigue issues of a 
40-minute survey. To achieve this, the survey was divided into 5 modules of questions, of which 4 
could be answered by any adult 18 or over in Australia. The fifth was only answered by parents or 

carers of children aged 17 years and under. Each module was around 8 to 10 minutes in length. 
Respondents were encouraged and incentivised to answer multiple modules, however they were not 

permitted to answer more than 2 modules in any given day. Modules 1 and 2 were linked, as were 
modules 3 and 4. Respondents taking a break after the completion of one part of a linked module 

were required to complete the second part of that module as a priority. Beyond this, respondents 

were allocated to the module where their combination of age, gender and location had the fewest 

responses, or randomly allocated to a module if these were even.  

Quotas were applied for the first 4 modules, representative of the general population in Australia, and 
a minimum sample size of 1,500 respondents was reached for each module. Quotas representative of 

the population of parents in Australia were applied for the fifth module.  
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 Total unique 

respondents 

Module  

1 & 2 

Module  

3 & 4 

Module 5 

(parents)  

Recruited via phone 1,043 555 561 244 

Recruited online 1,645 955 948 545 

Total 2,688 1,510 1,509 789 

Sampling  

Due to the increasing ownership of mobile phones and the decline of landline phones, the mix of 

landline and mobile numbers has changed over time; 30% of numbers were mobile numbers in 2013, 
80% in 2017 and 100% in 2020.  

Data calibration of trend analysis  

Data collection for the survey has migrated from pure CATI (2013) to mixed CATI and online (2017) to 
pure online (2020). This change in methodology can impact results. To allow fair analysis of trend 

data, a calibration of the data was applied to historic data to allow trend comparisons. 

Trends from 2017 to 2020 are established by comparing online data to online data (with the 2017 
online data reweighted to be representative by age, gender and location in isolation to the CATI data). 

Trends from 2013 to 2017 were established by comparing CATI data to CATI data (with a separate set 

of weights applied to the 2017 CATI data). Trends prior to 2013 were as reported. 

Historic trend data may therefore differ from data published in previous years. Further calibrations 
should not be necessary for future waves of the survey, assuming an online data collection 

methodology is maintained. 

Fieldwork  

The survey fieldwork started on 17 February 2020 and was completed on 16 March 2020. The 
recruitment via phone was conducted by a combination of SMS and human interviewers. Human 
operators are essential to maximise response rates. Their role is to build rapport, explain the 

importance of the survey and maximise the trust respondents have in clicking on the SMS link. Where 
appropriate, they discussed the prize draw incentive associated with this study1. The interviewers had 

the capability to send (or resend) an SMS with a unique link or an email if the respondent preferred it. 
All telephone interactions with respondents were conducted by the fieldwork team at Lonergan 
offices in the Sydney CBD. The SMS and email contained broad information about the survey, the 

survey link and opt-out messaging. Responses to both were monitored by both an AI (to ensure opt-

outs were actioned immediately) and a human to address any more complex queries. 

 

 

1 The prize draw incentive for this study was a cash prize of $1,000 (NSW Permit No. LTPS/20/42087) 
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Additional COVID-19 survey  

The additional survey measuring attitudes to privacy specifically in the context of Australians 
adapting to COVID-19 social distancing and self-isolation measures was conducted among 1,004 

members of a research panel between Tuesday 7 April and Thursday 9 April 2020. The data was 

weighted to the latest population estimate by the Australian Bureau of Statistics. This survey was 
conducted online, solely using an online research panel. This data is reported in Chapter 12 of this 
report. 

Glossary  

Statistics shown in this report are regularly compared across demographic groups. The standard 

format to compare these in this report is as in the following example, O@=J= ӏ;>ӄӐ AK 9F 9::J=NA9LAGF

used to introduce the comparison.   

¶ Example: The privacy of information and data when choosing a digital service is much more 
important to older Australians than younger ones (50+ years 90%; cf. 35-49 years 79%, 18-34 

years 79%).  
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Part 1: Introduction to privacy  

What ӏprivacyӐ means to Australians  

Respondents were asked to describe in their own words what privacy means to them. Thematically, 
there are 6 main groups of responses:  

1. the A<=9 G> C==HAF? GF=ӐK AF>GJE9LAGF HJAN9L= 9F< ;GF>A<=FLA9D(41%) 

2. the A<=9 G> @9NAF? ;GFLJGD GN=J GF=ӐK AF>GJE9LAGF(27%) 

3. the concept of protection against harmful practices and security (19%) 

4. t@= A<=9 G> DANAF? >J== >JGE AFL=J>=J=F;= 9F< E9AFL9AFAF? GF=ӐKlawful right to be left alone (18%) 

5. t@= A<=9 G> FGL @9NAF? GF=ӐK AF>GJE9LAGF K@9J=< GJ KGD< OAL@GML H=JEAKKAGF(11%), and 

6. the right to security and respect (11%). 

Figure 1: What privacy means to Australians (unprompted, categorised by researchers) 

 

 

 Ȑȷ 'F QGMJ GOF OGJ<Kȸ HD=9K= L=DD E= O@9L ɂHJAN9;QɃ E=9FK LG QGMȾ .D=9K= := KH=;A>A; AF L=JEK G> O@9L L@AK ;GN=JKɏ 

unprompted. Base: Australians 18+ (n=1,451) 

40%

27%

16%

10%

8%

6%

6%

5%

4%

3%

2%

2%

1%

8%

Info is kept confidential, private

Having control / the right to choose

To live free from interference / restrictions

'F>G AK FGL KGD< GJ H9KK=< GF LG 9 L@AJ< H9JLQ OAL@GMLӈ

Protection of information

Info is not misused / used against me

Security, scams, hacks, leaks

To feel safe/comfortable

Not being observed/watched

An entitlement or human right

Respect

Not public / made public

Info won't be gathered without permission or reason

Other



 

 

Page 15 

 

Australian Community Attitudes to Privacy Survey 2020 

oaic.gov.au 

Privacy is more likely to mean having control over personal information to Australians with a higher 

level of education and higher income earners. For 1 in 3 (31%) Australians with a household income 
over $100k, privacy means having control over personal information; this compares with 28% of those 

earning $70-$99k and only 25% of those earning less than $70k.  

Those in regional areas are also more likely to mention the idea of control (32%); only 25% of those in 

metropolitan areas mentioned the idea of control. 

 

 

 

Twenty-one percent of Australians aged 50 and over feel that privacy means the right to be left alone, 

9F< ҏҕổ E=FLAGF=< L@= A<=9 G> FGL @9NAF? GF=ӐK AF>GJE9LAGF K@9J=< GJ KGD< LG 9 L@AJ< H9JLQӄ 7GMF?=J

Australians are less likely to associate these ideas with privacy: 16% of those aged 35-49 and 17% of 

those aged 18-34 mentioned the right to be left alone; only 7% of Australians aged 35-49 and 5% of 

Australians aged 18-ґҒ E=FLAGF=< L@= A<=9 G> FGL @9NAF? GF=ӐK AF>GJE9LAGF K@9J=< GJ KGD< LG 9 L@AJd 

party.   

The most common words used by Australians in their response are information, personal, privacy and 

shared. However, the relatively high use of words like consent, disclose, permission, secure, access 
and right are evidence that Australians are considering many important concepts in their responses.  
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Figure 2: What privacy means to Australians (word cloud) 

 
 Ȑȷ 'F QGMJ GOF OGJ<Kȸ HD=9K= L=DD E= O@9L ɂHJAN9;QɃ E=9FK LG QGMȾ .D=9K= := KH=;A>A; AF L=JEK G> O@9L L@AKcovers. Base: 

Australians 18+ (n=1,451) 
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Early adopters of technology  

The speed at which Australians adopt technology often influences their attitude 

and behaviour towards privacy, particularly early adopters of technology. Five 
percent of the population are early adopters who are the first to try a new 
technology. Early adopters are the most likely to have a very good to excellent 

knowledge of data protection (53%); in contrast, 23% of the Australian general 

HGHMD9LAGF J9L= L@=AJ CFGOD=<?= G> <9L9 HJGL=;LAGF 9K ӏ=P;=DD=FLӐӄ 

The importance of privacy  

The majority of Australians (70%) see the protection of personal information as an important issue 
and a major concern in their life. Although privacy is important across most demographic groups, 

there are variations by age and level of technology adoption. Older Australians are more likely to 

value protection of their personal information highly, with 73% of those aged 50 years and over 
feeling that this is a major concern in their life. This compares with 68% of those aged 35-49 and 66% 
of those aged 18-34 who feel that protection of their personal information is a major concern. 

Figure 3: Percentage of Australians concerned about personal information protection 

 

B2_1. Thinking about data privacy, to what extent do you agree or disagree with each of the following statements? 

Base: Australians 18+ (n=1,506) 

Early adopters of technology are the most likely to strongly agree that protecting their personal 
information is a major concern in their life ӛ 2 in 5 (40%) early adopters strongly agree, which 

compares with an average of 30% among the Australian general population. 
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The importance of privacy when choosing a digital service  

Concerns around privacy of information are even more prevalent in the digital space. Eighty-four 

percent of Australians consider the privacy of their information to be extremely or very important 
when choosing a digital service (including 54% who say it is extremely important).  

The privacy of information and data when choosing a digital service is more important to older 

Australians than younger ones. Younger Australians aged 18-34 are the least likely to feel this is 
ӏextremely importantӐ ӦҐҗổӧӅ ;GEH9J=< OAL@ L@= MKLJ9DA9F 9N=J9?= G> ғҒổ O@G >==D L@9L HJAN9;Q AK

important when choosing a digital service. 

Figure 4: Importance of privacy when choosing a digital service 

 

A2. Thinking of choosing a digital service, how important is the privacy of your information and data when choosing a 

digital service (e.g. any app or program on a phone or laptop)? Base: Australians 18+ (n=1,510) 

 

At the time of choosing which app or program to download, Australians consider the privacy of their 

data to be more important than all other considerations such as quality, convenience or price. More 
than half of MKLJ9DA9FK Ӧғғổӧ J9FC ӏmQ <9L9 HJAN9;QӐ 9K the most or second most important element 

at the time of choosing a digital service, making privacy far more important to Australians than the 

reliability of the service or app (35% rank this first or second). 

Younger Australians, aged 18-24, are D=KK DAC=DQ LG J9FC ӏmQ <9L9 HJAN9;QӐ AF L@= LGH3 most important 
elements (54%). Older Australians, especially those aged 65 and over (80%), are much more likely to 
HD9;= ӏmQ <9L9 HJAN9;QӐ AF L@=AJ LGH3.  
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Figure 5: Importance of aspects when choosing an app or program to download 

 
A1. Please rank each of the following in order of importance when choosing which app or program to download. Base: 

Australians 18+ (n=1,510) 

 

On an unprompted basis, the top reasons for considering data privacy important at the time of 
choosing a digital service are privacy and protection of personal information (22%), ownership and 
control of access to the personal information (22%), concerns such as fear of scams, hacks and fraud 

(21%) and personal harm/security (11%).  
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Figure 6: Reasons privacy is important in digital services 

 

 

A3. Why do you say that? - Unprompted (After levels of importance of privacy at the time of choosing a digital service). 

Base: Australians 18+ who consider the privacy of their information quite to extremely important (n=1,385) 

 

Incidence of negative privacy experiences  

The majority of Australians (59%) have experienced problems with the handling of their personal 

information in the past 12 months. Most occurrences relate to unwanted marketing communications, 
with 43% receiving unsolicited direct marketing without consent or that they were not able to 

unsubscribe from. Thirty-one percent have had their personal information collected (with or without 
consent) when this was not required to deliver the service.  

The majority of Australians (59%) have experienced problems with the handling of their personal 

information in the past 12 months. 
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Figure 7: Percentage of Australians who experienced mishandling of personal information 

 
A9. Have you experienced any of the following types of problems with how your personal information was handled in 

the past 12 months? Base: Australians 18+ (n=1,510) 

 

Half of Australians aged 50 and over (49%) have experienced problems with how their personal 

information was handled because of unwanted marketing communications. This is only true of 2 in 5 
(42%) Australians aged 35-49 and 35% of Australians aged 18-34.  
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Males (34%) and people aged 18-34 (35%) are the most likely to report that their information was 

collected when it was not required to deliver the service. Females (27%) are less likely to report this 

happening, as are those aged 35-49 (27%) and those aged 50 and over (30%).   

One in 2 males (50%) experienced problems other than marketing, while only 2 in 5 (40%) females 

reported the same. 

Early adopters of new technology are more likely to have experienced a problem with how their 

personal information was handled (79%), compared to 58% of those who adopt technologies later.  

Digital data practices 

2@= L=JE ӏ<A?AL9D <9L9 HJ9;LA;=KӐ AK MK=<throughout the survey and this report to 

encompass a range of online activities involving personal information and user 
data, including location tracking, targeted advertising and selling or sharing 

information with third parties. 
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Incidence of data-driven advertising 

Australians believe most businesses use a variety of data-driven advertising practices, which 

potentially have an impact on their privacy. The practices most commonly believed to be occurring 

include: 

¶ targeting ads to people who visit their website (78% think more than half of businesses do so) 

¶ targeting ads based on spending habits (68% think more than half of businesses do so), and  

¶ targeting ads based on location data (63% think more than half of businesses do so).  

Older Australians are more likely than their younger counterparts to believe that most businesses 

target ads to people who have visited their website. Fifty-seven percent of those aged 50 and over 

reported this, while 53% of those aged 35-49 and less than half (46%) of those aged 18-34 believe that 
most businesses target ads to people who have visited their website. Late adopters of new technology 

(42%) are also more likely to believe businesses target ads to people who have visited their website, 
compared with just 39% of early adopters. 

 

 

 

Targeted advertising based on audio conversations recorded by phones, computers or home 

assistants is believed to be occurring less often than any other practice. However, 40% believe half or 
more businesses do this. The proportion of people who believe no business targets ads using the 

listed data practices is very low, ranging from 2% to 5%. 
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Figure 8: Beliefs around the proportion of businesses that use targeted advertising techniques 

 
A18. How many Australian businesses do you think do each of the following? Base: Australians 18+ (n=1,510) 
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Compared with 2017 (63%), a similar proportion of Australians (62%) are likely to think that all or 

most smartphone apps collect information about the people who use them, a finding that is 
consistent across all demographics.  

 
Figure 9: Beliefs around the proportion of smartphone apps that collect information about people who use them ɏ by 

year 

 
A19_2020 / Q24_2017. Proportion of smart phone apps that collect information about people who use them. Base: 

Australians 18+ (n=1510 in 2020, n=711 in 2017) 
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Perceived privacy risks  

Australian views about privacy risks related to the use of personal data have shifted since 2017, as some 
digital data practices have become more widespread and evolved in scale and accuracy. The biggest 

risks identified in 2020 9J= ӏidentity theft/fraudӐ ӦҕҔổӧ 9F< ӏdata security/data breachesӐ (61%).  

This question was unprompted in 2017 and therefore the percentages and data are not strictly 
comparable. However, in 2017, identity theft/fraud was less likely to be mentioned as a major risk 
than online services and social media sites (27% for social media in 2017 followed by 17% for identity 
theft/fraud).  

Figure 10: Biggest privacy risks Australians are facing today

 

A8. What do you think are the biggest privacy risks that face people today? Base: Australians 18+ (n=1,510) 

 

Ninety percent G> L@GK= 9?=< ғҎ 9F< GN=J ;GFKA<=J ӏ>J9M< 9F< :J=9;@=KӐ 9K KGE= G> L@= :A??=KL JAKCK to 

their privacy. Fewer feel the same way among 35-49-year-olds (84%) and 18-34-year-olds (75%). 

Similarly, Australians aged 50 and over (49%) are more likely to consider ӏK=F<AF? AF>GJE9LAGF
GN=JK=9KӐ 9EGF? L@= :A??=KL HJAN9;Q JAKCK L@9L MKLJ9DA9FK >9;= LG<9Q. This compares with 35% of 
those aged 35-49 and 34% of those aged 18-ґҒ O@G >==D L@9L ӏK=F<AF? AF>GJE9LAGF GN=JK=9KӐ AK GF= G>
the biggest risks. 
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A quarter (24%) of =9JDQ 9<GHL=JK G> F=O L=;@FGDG?A=K >==D L@9L ӏOGJCHD9;= HJAN9;QӐ AK GF= G> L@=
biggest risks ӛ this is only true among 17% of later adopters. 

Levels of comfort with data practices  

Australians are concerned about digital data practices such as information sharing (where personal 

information or user data is passed from one organisation to another for government, commercial or 

other purposes), location tracking and targeted advertising. Their level of discomfort with some of 

these practices is high, consistent with the belief that the practices are widespread and create 

considerable risks such as identity theft. 

Comfort with information sharing by organisation type  

Just over a third (36%) of Australians are comfortable with government agencies sharing their 

personal information with other Australian Government agencies, while 40% are uncomfortable with 
this. Australians are far less likely to be comfortable with government agencies sharing their personal 

information with businesses in Australia (15% comfortable, 70% uncomfortable) and businesses 
sharing their personal information with other Australian organisations (13% comfortable, 70% 

uncomfortable).  

Note: Comfort is used when assessing how people feel about various actions. Trust is used when 

assessing how people feel about various organisations. There is some crossover with questions about 

organisations combining comfort and trust responses. Confidence is an alternative description for 
trust with respect to organisations. 

Australians are more likely to be comfortable (36%) with government agencies sharing information 
with other government agencies now, compared with 30% in 2017. Similarly, the proportion of people 

who are uncomfortable with this practice (40% in 2020) has decreased since 2017 (45%). 
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Figure 11: Comfort with information sharing by organisation type  

  
 Ȑȓȷ &GO ;GE>GJL9:D= GJ MF;GE>GJL9:D= 9J= QGM OAL@ȻBase: Australians 18+ (n=1,506) 

Figure 12: Comfort with government agencies sharing information with other Australian government agencies over 

time 
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!GE>GJL OAL@ <A?AL9D HD9L>GJEKӐ <9L9 HJ9;LA;=K 

At least half of Australians are uncomfortable (and 3 in 10 very uncomfortable) with digital platforms 

and other online businesses like social media sites:  

¶ tracking their location through their mobile or web browser (62% uncomfortable, including 37% 
very uncomfortable) 

¶ keeping databases of information on what they have said and done online (62% uncomfortable, 
including 36% very uncomfortable), and 

¶ targeting advertising based on what they have said and done online (58% uncomfortable, 
including 31% very uncomfortable).  

Figure 13: !GE>GJL OAL@ <A?AL9D HD9L>GJEKɃdata practices  

  
A16. How comfortable are you with each of the following data practices? Base: Australians 18+ (n=1,510) 

There are variations in levels of discomfort with digital practices across age demographics. In general, 

older Australians are less comfortable and younger Australians relatively more comfortable with each 

practice. Australians aged 65 years and older are equally uncomfortable with each of the identified 
data practices: 

¶ 74% are uncomfortable with location tracking (including 47% very uncomfortable) 

¶ 75% are uncomfortable with businesses keeping databases on what they have said online 
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¶ 73% are uncomfortable with targeted advertisements (including 45% very uncomfortable). 
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Those aged 65 and over are most likely to be very uncomfortable with each practice:  

¶ 45% are very uncomfortable with digital platforms/online businesses targeting advertising 
based on what they have said and done online 

¶ 46% are very uncomfortable with digital platforms/online businesses keeping databases of 
information on online behaviour, and 

¶ 47% are very uncomfortable with digital platforms/online businesses tracking their location 
through their mobile or web browser. 

In comparison: 

¶ only 20% of Australians aged 18-24 are very uncomfortable with targeted advertising by digital 
platforms/online businesses 

¶ 20% of 18-24-year-olds are very uncomfortable with digital platforms/online businesses keeping 
databases of online behaviour, and 

¶ 22% are very uncomfortable with location tracking by digital platforms/online businesses. 

Figure 14: High discomfort (% very uncomfortable) with digital platform/online business data practices by age  

 
A16. How comfortable are you with each of the following data practices? Base: Australians 18-24 (n=108) / 25-34 (n=302) 

/ 35-49 (n=391) / 50-64 (n=383) / 65+ (n=326) 

Respondents were asked to provide other examples of data practices of digital platforms and online 
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Of those who did nominate an additional practice, the sale, use or exchange of personal information 

without consent (11%) was most likely to create discomfort, followed by the practices of social media 
businesses (10%). Some felt discomfort with digital platforms and online businesses (7%) and 

advertising or spam (7%).  

While no Australians aged 18-24, E=FLAGF=< ӏL@= K9D= GJ MK= G> H=JKGF9D AF>GJE9LAGF OAL@GML ;GFK=FLӐ

as a concern, they wer= L@= EGKL DAC=DQ LG E=FLAGF ӏKG;A9D E=<A9Ӑ ӦҐҏổӧӄ -L@=J 9?= ?JGMHK O=J=
KAEAD9JDQ DAC=DQ LG E=FLAGF ӏK9D= GJ MK= G> H=JKGF9D AF>GJE9LAGF OAL@GML ;GFK=FLӐ (12% of those aged 

25-34, 9% of those aged 35-49 and 14% of those aged 50). 

In contrast, likelihood of concerns about social media decreases with age: 14% of those aged 25-34; 

9% of those aged 35-49 and 7% of those aged 50 over. (These are unprompted and may be impacted 
by higher levels of salience of social media as well as higher levels of concern.) 

 

General acceptance of data practices  

Most Australians (58%) agree it is fair enough they share some information if they want to use a digital 
service and, A> L@=Q @9N= LG J=;=AN= 9FQ 9<KӅ L@=QӐ< HJ=>=J L@9L L@=Q 9J= L9J?=L=< LG L@=E ӦҒҖổӧӄ

However, they are concerned if personal information is collected when it is not required to deliver the 
service (Figure 7). Eighty-one percent of Australians consider an organisation asking them for 

personal information that does not seem relevant to the purpose of the transaction to be misuse. 
(Figure 19). 

Figure 15: How Australians feel about data privacy 

 

B6_1 & B6_3. Thinking about data privacy, do you agree or disagree with the following? Base: Australians 18+ (n=1,506) 
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Levels of comfort by purpose and organisation  

Business use of personal information  

Overall levels of comfort with data practices vary according to the type of information collected, the 
organisation involved and the purpose behind it. Commercial profiling activities generally drive 
higher levels of discomfort among Australians than government data practices. For example: 

¶ ғҔổ 9J= MF;GE>GJL9:D= OAL@ 9 :MKAF=KK ;GDD=;LAF? AF>GJE9LAGF >JGE ;GFKME=JKӐ EG:AD= <=NA;=K

to decide on location and content of billboards/outdoor advertising 

¶ 55% are uncomfortable with a business creating profiles about consumers based on data 
collected about them, and 

¶ 53% are uncomfortable with a business combining data about their customers (for example, 
loyalty card transaction history) with other data (for example, IP address, type of browser used) 

to better profile their customers.  

Older Australians are the most likely to be uncomfortable with each of the above practices; in 

particular, 66% of those aged 50 and over are very uncomfortable with businesses creating profiles 

about consumers based on data collected about them. This compares with 55% of Australians aged 

35-49 and 40% of Australians aged 18-34 who feel the same way.  

Early adopters of technology are the most likely to be comfortable with the creation of consumer 

profiles (32% somewhat comfortable or very comfortable), which compares with 17% of later 
adopters. T@GK= O@G <GFӐL LJust the social media industry are far more likely to be uncomfortable 

with the creation of consumer profiles (67%) than those who do (26%). 
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Figure 16: Levels of comfort of Australians with business use of data

 

  ȐȔȷ &GO ;GE>GJL9:D= GJ MF;GE>GJL9:D= 9J= QGM OAL@ ȻȾBase: Australians 18+ (n=1,506) 

Government use of personal information  

Government use of personal data is much less likely to make Australians uncomfortable. Of the data 

practices listed, Australians are just as likely to be comfortable (37%) as uncomfortable (34%) with a 

government body using biometrics and smart technologies for the delivery of services (for example, 

LG N=JA>Q H=GHD=ӐK A<=FLALQ :Q H@GF=ӧӄ 

The majority of Australians are more likely to be generally comfortable with other practices, such as 

law enforcement using facial recognition and video surveillance to identify suspects (58% are 
comfortable, 23% uncomfortable) and a government body using surveillance for public safety (56% 
are comfortable, 22% uncomfortable).  

Those most concerned about their privacy are more likely to be uncomfortable with these practices 
than average. Twenty-seven percent of those for whom protecting personal information is a major 

concern in life are uncomfortable with law enforcement using facial recognition, 26% with 
surveillance for public safety and 38% with the use of biometrics to deliver services.  
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Figure 17: Levels of comfort of Australians with government bodies/law enforcement using data 

 
 ȐȔȷ &GO ;GE>GJL9:D= GJ MF;GE>GJL9:D= 9J= QGM OAL@ ȻȾ  9K=ȹAustralians 18+ (n=1,506) 
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Government use of personal information for research purposes and policy 

development  

When it comes to a government agency using the personal information that was provided to them 

for research or service and policy development, 40% of Australians are comfortable with this and 

27% are not. This result is generally consistent with the 2017 survey (up 2% comfortable and down 
3% uncomfortable).  

Figure 18: Comfort with personal information provided to government agencies and departments being used for 

research, service development or policy development purposes 

 
 Ȑȕɔȑȏȑȏ ɛ /ȐȐɔȑȏȑȏȷ &GO ;GE>GJL9:D= GJ MF;GE>GJL9:D= OGMD< QGM := OAL@ L@= H=JKGF9D AF>GJE9LAGF L@9L QGMɃN=

provided to government agencies and departments being used for research, service development or policy 

development purposes? Base: 2020 (n=1,506)/ 2017 (n=704) 
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What Australians consider a misuse of personal information  

The vast majority of Australians (between 72% and 84%) consider all of the data practices measured 
to be a misuse of their personal information. Among the most likely practices to be considered a 

misuse (84%) is an organisation using personal information in ways that cause harm, loss or distress.  

More than 4 in 5 Australians (84%) consider supplying information to an organisation for a specific 
purpose and the organisation using it for another purpose to be misuse.  

A similar percentage (81%) consider an organisation asking them for personal information that 
<G=KFӐL K==m relevant to the purpose of the transaction and recording information on the websites 

they visit without their knowledge to be a misuse. This is particularly the case if the tracking of online 

activity leads to the price of a good or service being varied (79%). 

Seventy-nine percent of Australians consider an organisation inferring information about them (for 

example, sexual orientation, mental health, political views) based on what they do online to be 

misuse. 

Eighty-three percent of Australians feel their personal devices listening to their conversations and 
sharing data with other organisations without their knowledge is misuse, as well as an organisation 

collecting information about them in ways that they would not expect (for example, an app scanning 
information about other apps used on a phone). Unexpected collection of information is most likely 

to be considered a misuse by those aged 50 and over (88%). 

Australians are just as likely to feel an organisation revealing their information to other customers is a 

misuse (83%) as an organisation revealing their information to other organisations (82%). Older 
Australians, aged 50 and over, are the most likely to feel both practices are a misuse. Ninety-two 

percent consider revealing their information to other customers a misuse, while 90% consider an 

organisation revealing their information to other organisations a misuse. 

In contrast, only 73% of those aged 18-34 consider an organisation revealing their information to 
other customers a misuse and 74% aged 18-34 consider an organisation revealing their information to 
other organisations to be a misuse. 

Early adopters of new technology are the least likely (74%) to consider sharing information with other 

organisations to be a misuse of personal information, compared with 84% of later adopters. 
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Figure 19ȹ MKLJ9DA9FKɃ :=DA=>K L@9Leach data practice is a misuse 

 
B9/B10/B11/B12. B9. Thinking now about the way that your personal information is handled by private or public sector 

organisations, which of the following instances would you regard to be a misuse of your personal information? Base: 

Australians 18+ (n=1,506) 

Compared to 2017, for the elements measured in both years, Australians are now more likely to 

consider each data practice a misuse of their personal information. The biggest increase is for an 
organisation asking for information that doesn't seem relevant to the purpose of the transaction (up 

7%), followed by supplying information to an organisation for a specific purpose that is used for 
another purpose (up 5%).  
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Figure 20: Proportion of Australians who consider each data practice is a misuse 2013-2020 

 

B9/B10/B11_2020. Thinking now about the way that your personal information is handled by private or public sector 

organisations, which of the following instances would you regard to be a misuse of your personal information? Base: 

Australians 18+ (n=950). 

Q12_2017. Which of the following instances would you regard to be a misuse of your personal information? (n=632) 
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Sending data overseas 

Three-quarters of Australians (74%) consider aF GJ?9FAK9LAGF K=F<AF? ;GFKME=JKӐ <9L9 LG 9F GN=JK=9K
processing centre to be a misuse of personal information. This is a lower level of concern than for 

other data practices listed. Fewer Australians consider this practice a misuse than all other practices 

listed, with the exception of employers requesting access to social media accounts from their 
employees (72%).  

Forty-one percent of Australians believe that sending information overseas is one of the biggest 
privacy risks people face today. Fifty-six percent of Australians are very concerned about 

GJ?9FAK9LAGFK K=F<AF? L@=AJ ;MKLGE=JKӐ H=JKGF9D AF>GJE9LAGF >JGE MKLJ9DA9 LG GNerseas. In total, 92% 

of Australians are somewhat to very concerned about this practice. Australians were just as 
concerned about this in 2017 (92% concerned) as they are in 2020. 

Although older Australians are most likely to feel concerned about this (96%), 4 in 5 (79%) of those 18 

to 24 years are concerned. 

Figure 21: Concerns of Australians regarding their personal information being sent overseas 

 
B13. How concerned are you about organisations sending L@=AJ ;MKLGE=JKɃ Hersonal information from Australia to 

overseas? Base: Australians 18+ (n=1,506) 
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Despite an increasing proportion of Australians considering their personal information being sent to 

an overseas processing centre to be a misuse, Australians are no more concerned about this now than 
they were in 2007.  

Figure 22: Concerns of Australians regarding their personal information being sent overseas 
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*AC=DA@GG< LG L9C= 9;LAGF LG HJGL=;L GF=ӐK HJAN9;Q 

Three-quarters (75%) of Australians care enough about the protection of their personal information to 
ӏactually do something about itӐ 9F< GFDQ 30% believe it is too much effort to protect the privacy of 

their data (cf. 42% disagree). 2@= :=DA=> L@9L ALӐK LGG EM;@ =>>GJL AK @A?@=KL among older Australians, 

aged 50 and over (77%).  

Younger Australians are less likely to care enough to take action to protect the privacy of their 
information and are more likely to agree it is too much effort to protect the privacy of their data. 

Early adopters are more likely to strongly agree that they care enough about protecting their personal 

information to actually do something about it (38%; cf. average 27%). 
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Figure 23: MKLJ9DA9FKɃ :=DA=>K 9:GMLprotecting their data 

 
A7_3. Thinking about data privacy, to what extent do you agree or disagree with each of the following statements?  

Base:  Australians 18+ (n=1,506) 
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MKLJ9DA9FKӐ D=N=DK G> CFGOD=<?= 9:GML HJAN9;Q 

Almost a quarter (23%) of Australians rate their levels of knowledge about privacy as excellent or very 
good, whereas 40% rate their knowledge as fair to poor. There is a strong correlation by age, with 

younger Australians aged 18-34 more likely to rate their knowledge as excellent or very good (29%). 

Older Australians are less likely to rate their knowledge as excellent or good, with 25% of those aged 
35-49, 21% of those aged 50-64 and 15% of those aged 65+ doing so. 

Early adopters of technology are far more likely to rate their knowledge as excellent or very good 
(53%), compared with 23% of all Australians.  

Figure 24ȹ MKLJ9DA9FKɃ CFGOD=<?= G> <9L9 HJGL=;LAGF 9F< HJAN9;Q JA?@Ls 

 
A4. Before today, how would you rate your knowledge of data protection and privacy rights?  Base: Australians 18+ 

(n=1,510) 

Australians have a very strong understanding of why they should protect their personal information 
(85% agree) but are less sure how they can do this (49% agree). Three in 5 (59%) care about data 
HJAN9;QӅ :ML <GFӐL CFGO O@9L LG <G 9:GML ALӄ  
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Figure 25: AustraliansɃ :=DA=>K GF HJotecting their personal information 

 
A7. Thinking about data privacy, to what extent do you agree or disagree with each of the following statements?  Base: 

Australians 18+ (n=1,510) 

 

Younger Australians (18-34) are more likely to know how to protect their personal information (54%), 
as are early adopters (72%). Less than half (47%) of later adopters know how to protect their personal 

information. Similarly, 51% of those aged 35-49 feel they know how to protect their personal 

information and only 2 in 5 (43%) of those aged 50 and over feel the same way. 
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Actions Australians are taking to protect their privacy  

Although 3 in 5 Australians say they are unsure about how to protect their privacy, many are already 

undertaking a range of data protection activities. At some point, 57% of Australians have deleted an 

app and another 57% have denied an app permission to access information. In total, 70% of 

Australians have done either or both. Other privacy protection measures Australians have taken 

include reading a privacy policy in full (29% of Australians have done this), requesting that their 

personal information is deleted (23% of Australians have done this) and changing provider (13% of 

Australians have done this). 

Younger Australians are the most likely to have changed provider (17% of 18-34-year-olds have done 

so), as opposed to 12% among other Australians. Older Australians are the most likely to have given 

up on using a service out of concern for their privacy with 6% of those aged 50 or over, as opposed to 

2% among other Australians.  

Figure 26: Actions taken by Australians out of concern for their data privacy 

 
A11. Have you ever done any of the following out of concern for your data privacy? Base: Australians 18+ (n=1,510) 

Over half of Australians often or always check that a website is secure before providing personal 

information (56%) and clear browsing and search history (51%). A significant minority often or always 

adjust privacy settings on a social networking website (46%), turn off GPS or location sharing on a 

mobile device (44%) and shred documents (41%).  
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Three in 10 or fewer often or always turn off smart devices (30%), choose an app or software because 

it had better privacy practices (30%), ask public or private sector organisations why they need their 

information (27%) or provide false personal details (13%).   

Figure 27: MKLJ9DA9FKɃ H9JLA;AH9LAGF AF <9L9 HJGL=;LAGFactivities 
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Older Australians aged 50 and over are significantly more likely than their younger counterparts to 

always or often shred documents (53%) and ask public or private sector organisations why they need 

their information (31%).  

A third (32%) of Australians aged 35-49 reported that they often or always shred documents and a 

similar proportion of those aged 18-34 reported likewise (32%). Just under a quarter of those aged 35-

49 (24%) and those aged 18-34 (24%) often or always ask public or private sector organisations why 

they need their information. Younger Australians aged 18-34 are the least likely to provide false 

personal details (25%). 
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Younger Australians are much more likely than their older counterparts to often or always use an ad 

blocker, VPN, privacy-focused web search engine or incognito mode when browsing (40%), or to 
adjust privacy settings on social networking websites (55%). Thirty percent of those aged 35-49 and 

27% of those aged 50 and over always use an ad blocker, VPN or privacy-focused web search engine 
or incognito mode when browsing.  

 

Half of females (50%) often or always adjust privacy settings on social networking websites, while 
only 2 in 5 (42%) of males do likewise. Females are significantly more likely (49%) than males (39%) to 
ӏoften, or always turn off GPS or location sharing on mobile devicesӐ. However, females are less likely 

(28%) than males (36%) to ӏoften, or always use an ad blocker, VPN, privacy-focused web search 
engine or incognito mode when browsingӐ. A quarter of females (25%) never use these tools. 
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Early adopters of new technology are twice as likely (25%) compared to the national average (13%) to 

provide false personal information. Early adopters are also significantly more likely than the average 

Australian to always or often participate in the following activities to protect their privacy: 

¶ turn off smart devices (53%), compared with a national average of 30% 

¶ ask a public or private sector organisation why they need their information (42%), compared 

with a national average of 27% 

¶ read privacy policies before providing personal information (49%), compared with a national 
average of 33% 

¶ choose an app or software because it had better privacy practices (46%), compared with a 
national average of 30% 

¶ adjust privacy settings on social networking websites (57%), compared with a national average 
of 46%, and 

¶ choose not to deal with an organisation because of concerns regarding privacy (41%), compared 
with a national average of 31%. 

Compared to 2017, Australians are less likely to take any of these measures often or always, with the 

exception of refusing to provide personal information (up 6%) and providing false personal details (up 

3%).  

The behaviours with the largest declines since 2017 are asking public or private sector organisations 

why they need your information (down 16%), choosing not to use an app on a mobile device because 

of concerns over handling your personal information (down 13%), shredding documents (down 11%) 

and adjusting privacy settings on a social networking website (down 10%). 
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Figure 28: Measures of protection of privacy always or often taken in 2017 and in 2020 
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Levels of control over privacy  

Almost 9 in 10 Australians (87%) want more control and choice over the collection and use of their 
personal information (2% do not). Currently, 1 in 3 Australians (34%) feel in control of their privacy, 

and 1 in 3 (34%) do not.  

Older Australians are less likely to feel in control of their data privacy. A quarter (27%) of Australians 
aged 50 and over feel in control, as do 35% of those aged 35-49 and 43% of those aged 18-34. Early 
adopters (64%) are twice as likely as others (32%) to feel in control of their data privacy. 

 

 

Almost half of Australians (46%) believe that if they want to use a service, they have to accept what 

the service does with their data (30% disagree). 

Sentiment is divided on the statement ӏnone of our personal information is private anymore, we need 
to get used to itӐ. A similar proportion of Australians agree (38%) as disagree (39%). Younger 
Australians 18-34 are the most likely to agree with this statement (43%) and the least likely to 
disagree (27%).  

However, younger Australians are also more likely to take control in the digital realm by adjusting 

settings on social media, using ad blockers, VPNs and privacy-focused web search engines or 
choosing an app or software because it has better privacy practices. However, they are less likely to 
shred documents or to ask public or private sector organisations why they need their information. 
This indicates that context is important, with younger Australians more likely to take control of their 

privacy in a digital environment, whereas older Australians are more likely to take control outside the 
digital realm. 

A similar proportion of Australians agree (38%) as disagree (39%) with the statement that ӏnone of our 
personal information is private anymore, we need to get used to itӐ. Younger Australians 18-34 are the 
most likely to agree with this statement (43%) and the least likely to disagree (27%). 
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Figure 29: MKLJ9DA9FKɃbeliefs on data privacy 

 

B2. Thinking about data privacy, to what extent do you agree or disagree with each of the following statements?  

B6. Thinking about data privacy, do you agree or disagree with the following?  Base: Australians 18+ (n=1,506) 

Australians are also split as to whether or not privacy will end up costing them more due to excessive 

red tape for businesses: 27% agree with this sentiment, whereas 23% disagree. There is a strong 
gender split, with 33% of males believing they will end up paying more due to privacy, compared with 

21% of females. The majority of Australians (58%) <GFӐL understand what businesses do with the 
information they collect about them.  

Figure 30: MKLJ9DA9FKɃ beliefs about data privacy and businesses 
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Over half (53%) of Australians are satisfied with the amount of personal data they can access and use 

to receive appropriate goods and services, while a quarter (26%) are dissatisfied.  

Younger Australians are more likely than their older counterparts to feel dissatisfied with the degree 

to which they can access personal data. A third (32%) of those aged 18-34 feel dissatisfied about this, 
while 31% of those aged 35-49 and only 17% of those aged 50 and over are dissatisfied with the 

degree to which they can access personal data.  

Older Australians are the most likely to not know or be unsure about the extent to which they can 

access and use their personal data (26%). One in 5 (21%) of Australians aged 35-49 and 16% of 
Australians aged 18-34 do not know or are unsure about the extent to which they can access and use 

their personal data.  

Figure 31: The extent to which Australians can access and use data 
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Two-thirds (64%) of Australians are unaware that they can request access to their personal 

information from businesses and government agencies. Over half (53%) of Australians aged 18-34 
years and late adopters of new technology (56%) are unaware that they can request to access their 

personal information from businesses and government agencies. This compares to 45% of those aged 
35-49 years and 48% of those aged over 50. Early adopters (32%) are less likely to be unaware of this 

privacy right, as are those among the last (51%), middle (47%) and first (48%) to adopt technology. 

Over half (53%) of Australians aged 18-34 years and late adopters of new technology (56%) are 

unaware that they can request to access their personal information from businesses and government 
agencies. This compares to 45% of those aged 35-49 years and 48% of those aged over 50. Early 

adopters (32%) are less likely to be unaware of this privacy right, as are those among the last (51%), 
middle (47%) and first (48%) to adopt technology.  

Compared to 2017, the same proportion of Australians (36% in 2017) are aware that they can request 

access to their personal information held by businesses and government agencies.  

Figure 32: Percentage of Australians who are aware they can request access to personal information 
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Trust in organisations 

Half (49%) of Australians feel that most of the organisations they deal with are transparent about the 
way they use their personal information, while close to 1 in 5 (17%) do not.  

Levels of trust in personal information handling vary substantially by organisation type. Australians 

consider the social media industry the most untrustworthy in how they protect or use their personal 
information (70% consider this industry untrustworthy), followed by search engines (55% 
untrustworthy) and apps (54% untrustworthy). 

Figure 33: MKLJ9DA9FKɃ :=DA=>K GF @GO LJMKLOGJL@Q Grganisations are with personal information 
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Since 2007, there has been a general downward trend in trust in most of the categories presented. 

Trust in companies in general is down by 13%. Trust in Federal Government departments is down 
14%, with a steady decline in trust over the past 13 years. 

 
Figure 34: Proportion of Australians considering each organisation trustworthy from 2007 to 2020 
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Part 2: Privacy legislation  

Awareness of the Privacy Act 

Only 7% of Australians could name the Privacy Act as the main law that promotes and protects the 
privacy of individuals in Australia on an unprompted basis. Fifty-eight percent of Australians have 

heard of it but <A<FӐL CFGO ALK F9E= 9F<1% named it incorrectly. A third (34%) cannot recall ever 
having heard the name of this law.  

While the proportion of those who can name the Privacy Act is consistent across age groups, those 
who have never heard of it are more likely to be younger. Forty-three percent of those aged 18-34 
have never heard of it, as have 34% of those aged 35-49 and 29% of those aged 50 and over. 

Conversely, those who have heard of it, :ML <GFӐL CFGO L@= F9E=, are likely to be older. Sixty-three 

percent o> L@GK= 9?=< ғҎ 9F< GN=J @9N= @=9J< G> AL :ML <GFӐL CFGO L@= F9E=, as have 59% of those 

aged 35-49 and 51% of those aged 18-34.  

Figure 35: Percentage of Australians who are aware of the Privacy Act  

 
A5. Are you aware of the main law that promotes and protect the privacy of individuals in Australia? Base: Australians 

18+ (n=1,510) 

  

34%

58%

7%

1%

Have never heard of it

&9N= @=9J< G> ALӅ :ML ' <GFӐL CFGO L@= F9E=

Aware and named correctly

Aware and named incorrectly



 

 

Page 58 

 

Australian Community Attitudes to Privacy Survey 2020 

oaic.gov.au 

Awareness of organisation types covered by the Privacy Act  

Australians have a limited understanding of which businesses are covered by the Privacy Act. 
Australian Government agencies, medium to large Australian businesses and multinational 

businesses operating in Australia are covered, whereas small businesses, political parties and 

representatives, media organisations and businesses recording work-related information about 
employees are not. The proportion correctly identifying organisation types that are covered ranged 
from 53% to 63%, whereas the proportion correctly identifying organisation types that are not 
covered ranged from 13% to 17%. The low proportion of people correctly identifying which business 

types are not covered is consistent with a population simply assuming that most businesses are 

covered.  

Figure 36: Awareness of sectors covered by the Privacy Act 
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In 2017, this question was only asked of Australians who were aware of the Privacy Commissioner. 

Among this cohort, a slightly higher proportion are aware in 2020 that political parties (17%) and 
small businesses (15%) are not covered by the Privacy Act ӛ in 2017, 15% of those aware of the Privacy 

Commissioner knew that political parties were are not covered and 12% knew that small businesses 
are not covered.  

Figure 37: Awareness of sectors covered by the Privacy Act in 2017 and 2020 Ɏ filtered to those aware of the Privacy 

Commissioner 
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do you think are covered by the Privacy Act? Base: Australians 18+ aware of the Privacy Commissioner (n=761) / Q6B. 

Which of the following do you think are under the jurisdiction of the Privacy Act? Base: Those aware of the Privacy 

Commissioner (n=425) 

65%

64%

64%

67%

62%

64%

66%

69%

71%

75%

74%

75%

77%

78%

13%

12%

15%

12%

17%

15%

14%

12%

12%

11%

10%

9%

10%

9%

22%

24%

21%

21%

21%

21%

20%

18%

17%

14%

16%

16%

13%

12%

2020

2017

2020

2017

2020

2017

2020

2017

2020

2017

2020

2017

2020

2017

Left = Yes, Centre  = No, Right  = Don't know

Correct

response

Incorrect

response

Don't

know
 

Federal government agencies 

Medium to large Australian businesses 

Businesses collecting work-related  

information about employees 

Media organisations 

Political parties and political  

representatives 

Small Australian businesses 

Multinational organisations operating  

in Australia 

 



 

 

Page 60 

 

Australian Community Attitudes to Privacy Survey 2020 

oaic.gov.au 

Organisations that should be covered by the Privacy Act  

Almost three-quarters of Australians feel that each of the 4 exempt organisation types should be 
required to protect personal information in the same ways that government and larger businesses are 

required to. This desire for inclusion in the Privacy Act is equally high for each sector. Seventy-one 

percent think small Australian businesses should be included, 72% for media organisations, 73% for 
businesses collecting work-related information about employees and 74% for political parties and 
political representatives.  

Australians who have a higher knowledge of data protection and privacy rights are more likely to 

think that some exempt sectors should remain exempt. This is especially true for small Australian 

businesses, with 28% of those with an excellent knowledge of data protection considering they 
should not be required to protect personal information in the same ways that government and larger 
businesses are required to (24% for media organisations, 23% for political parties and 13% for 

businesses collecting work-related information about employees).  

Among those who knew that each of these sectors is not covered by the Privacy Act: 

¶ 69% believe political parties and representatives should be covered  

¶ 64% believe businesses collecting work-related information about employees should be 

covered 

¶ 61% believe media organisations should be covered 

¶ 58% believe small Australian businesses should be covered by the Privacy Act.  

Figure 38: Belief that each sector should be covered by the Privacy Act

 

A22. The following sectors are currently exempt from the Privacy Act. Should they be required to protect your personal 

information in the same ways that government and larger businesses are required to? Base: Australians 18+ (n=1,510) 
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Awareness of the Privacy Commissioner  

Awareness of the Privacy Commissioner was measured on a prompted basis. Half (48%) of Australians 
know about this role, which is an increase of 4% since 2017.  

Australians aged 50 and over are much more likely to be aware of the Privacy Commissioner (55%) as 

well as Australians with a postgraduate or b9;@=DGJӐK degree (54%). Fewer than half (47%) of 
Australians aged 35-49 and just 2 in 5 (38%) of those aged 18-34 are aware of the Privacy 
Commissioner. Those with lower levels of education are less likely to be aware, with 52% of those 
with an undergraduate diploma, TAFE or trade certificate and 41% of those whose highest education 

level is up to Year 12 being aware of the Privacy Commissioner. Australians who are retired (54%) or 

working (51%) are also much more likely to be aware of the Privacy Commissioner than others. Just a 
third (34%) of students are aware of the Privacy Commissioner.  

Figure 39: Awareness of the Privacy Commissioner over time 

 
 

A6_2020. Are you aware that a Privacy Commissioner exists to uphold privacy laws and to investigate complaints 

concerning the misuse of personal information? Base: Australians 18+ (n=966) 

Q6_2017. Were you aware that an Australian Government Privacy Commissioner exists to uphold privacy laws and to 

investigate complaints concerning the misuse of personal information? Base: Australians 18+ (n=967) 

  

48%

40%

12%

44% 45%

11%

Yes No Don't know

2020

2017



 

 

Page 62 

 

Australian Community Attitudes to Privacy Survey 2020 

oaic.gov.au 

Entity to whom Australians would report a misuse of privacy 

Australians are just as likely to report a misuse of privacy to the police (37%) as the Privacy 
Commissioner (38%). Among those who are aware that the Privacy Commissioner exists to uphold 

privacy laws and to investigate complaints concerning the misuse of personal information, 54% 

would report a misuse to the Privacy Commissioner, well ahead of the police (36%). Conversely, 
among those previously not aware of the Privacy Commissioner, 22% would report a misuse to the 
Privacy Commissioner, 38% to the police.  

Likelihood to report a misuse to the Privacy Commissioner also increases with knowledge of data 

protection. Forty-four percent of those with good or excellent knowledge would report a misuse to 

the Privacy Commissioner, while only 32% of those with fair to poor knowledge would do likewise. 
Older Australians, aged 50 and over, are more likely to have the Privacy Commissioner as a point of 
contact for information misuse (51%), whereas just 32% of those aged 35-49 and 25% of those aged 

18-34 would report a misuse to the Privacy Commissioner. 

Figure 40: MKLJ9DA9FKɃ HGAFL G>contact to report misuse of personal information 
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A 

In 2017, this question was asked on an unprompted basis to ensure all relevant categories were 

uncovered. It changed to a prompted question in 2020. However, based on the relative numbers of 
people selecting each response, Australians are now more likely to report a misuse to a Privacy 

Commissioner than to the organisation that was involved or to the police.  

Figure 41: Organisations people would report a misuse of personal information to in 2017 and 2020 

 
A10_2020 prompted. If you wanted to report misuse of your personal information to someone, who would you be most 

likely to contact? Base: Australians 18+ (n=964)  

Q17_2017 unprompted. If you wanted to report misuse of your personal information to someone, who would you be 

most likely to contact? Australians 18+ (n=967) 
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